
https://caalley.com/news-updates/indian-news/sebi-clarifies-on-cybersecurity-and-cyber-resilience-framework
https://opengovasia.com/india-digital-technology-enhancing-cybersecurity-and-justice/?c=in
https://www.deccanchronicle.com/southern-states/andhra-pradesh/cybersecure-andhra-2025-meet-addresses-digital-threats-1898954
https://www.taxtmi.com/news?id=53667
https://content.techgig.com/it-security/india-mandates-annual-cybersecurity-audits-for-all-companies-key-insights-for-tech-professionals/articleshow/123077357.cms
https://inc42.com/buzz/mitigata-bags-5-9-mn-to-offer-cybersecurity-and-insurance-solutions/
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EU's Rodio Eqt.:1r.ment Directive IRED) 
enforces rnandato(Y cybersecurit~ 
re~u1rements for all radio-enabled devices, 
including loT gadgets, to )'.1revent exP.loits 
lil<e Mimi-style botnets. Manufacturers 
must incorJJorote secure boot processes, 
firmware UP.elates, and vulnerabili!,'. 
chsclosure mechanisms, aiming to 
safeguard connected ecos~ tems from 
remote ijacking. 

Qualys obtainea FedRAMP 1gh 
Authorization fo~ its cloud P.latform 
sponsorecl oy tlie U.S. DEA. to forttfy 
federal defenses against AP.:rs from 
nation-state actors. ifhe certification 
upJ)Clrt vulnerobilit}'. management 
tireat hunting, and complianc 

monitoring, equipping government 
agenaes with tools to detect and res)'.1ona 
to espionage campaigns targeting 
sensitive data in defense ond intelligence 
sectors 

https://newsroom.accenture.com/news/2025/accenture-to-acquire-cybercx-expanding-cybersecurity-capabilities-in-asia-pacific
https://www.sgs.com/en-se/news/2025/06/red-cybersecurity-requirements-mandatory-on-1-august-2025
https://www.weforum.org/stories/2025/08/ransom-payment-and-other-cybersecurity-news
https://www.qualys.com/company/newsroom/news-releases/usa/qualys-achieves-fedramp-high-authorization/
https://www.enterprisetimes.co.uk/2025/08/29/qwiet-ai-turbocharges-appsec-with-smart-autofix/
https://securitydelta.nl/news/overview/recap-10th-edition-international-cyber-security-summer-school


Ransomware attacks publicly 
reported worldwide in August. 

Phishing attacks increased by 
1,265% year-over-year, fueled 
by generative Al tools. 

Records exposed in global data 
breaches and cyber attacks. 
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CVE Details 

3500 CVEs (Common 
Vulnerabilities and Exposures) 
created in August. 

Patient records compromised in 
major healthcare sector 
breaches 

30°/4 of breaches were linked 
to third-party involvement 

https://blog.checkpoint.com/research/global-cyber-threats-august-2025-agriculture-hit-hard
https://www.cvedetails.com/
https://www.sentinelone.com/cybersecurity-101/cybersecurity/cyber-security-statistics/
https://firecompass.com/weekly-cybersecurity-intelligence-report-cyber-threats-breaches-11-aug-18-aug/
https://www.itgovernance.co.uk/blog/global-data-breaches-and-cyber-attacks-in-august-2025-over-17-3-million-records-exposed
https://www.verizon.com/business/resources/reports/dbir/
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https://msrc.microsoft.com/update-guide/vulnerability/CVE-2025-53779
https://forums.ivanti.com/s/article/August-Security-Advisory-Ivanti-Connect-Secure-Policy-Secure-ZTA-Gateways-Multiple-CVEs?language=en_US

